Box 11.3 Crowdsourcing and Campaigning Using SMS in Uganda
In Uganda where 100% of the population is covered by a mobile phone network and where half the population has a mobile phone subscription (i.e. 16 million active SIM cards, which does not equal mobile phone ownership) mobile technology really opens up for new modes of communication and interaction. 

In the run up to the general elections in Uganda 2011, mobile solutions were widely deployed: political campaigns using mass SMS broadcasts, ringtones and automated calls, SMS application to determine voter registration status, SMS news service subscription, parallel voter tallying and crowd-sourced election monitoring platforms.
Democracy Monitoring Group (DEMGroup), a coalition of four civil society organisations, developed the platform UgandaWatch in order to provide citizens with a way to share their observations on various issues such as vote buying, registration hiccups, inappropriate campaign conduct, cases of violence, general complaints or positive feedback. The initiative was preceded by a national marketing campaign where radio jingles, newspaper advertisements and flyers were used.

3’000 unique users sent more than 10,000 messages to the UgandaWatch platform via the dedicated shortcode 6090. The cost of sending a SMS to UgandaWatch was negotiated down to 100 Uganda Shillings, i.e. roughly the price of a normal peer-to-peer SMS. Discussions were held within DEMGroup to subsidise the service and offer it for free but the fear was that this would generate a lot of unsolicited messages and abuse of the platform. The crowd-sourced information was reviewed, validated and geo-tagged by a team of trained volunteers before it was published on the web. Every message received generated an automated reply stating: 

[QUOTE]

‘Thanks for SMSing UgandaWatch. We are independent of any party. Your number remains private. Our volunteers will follow up. Find out more: ugandawatch2011.org’. [ENDQUOTE]
A few weeks after the elections, a SMS questionnaire was sent out to more than 100,000 mobile phone subscribers on their awareness of UgandaWatch. Out of these, about 1,000 answered all questions. More than a third of the respondents had despite the national marketing campaign never heard of UgandaWatch, and a majority of those who had heard about it had done so via radio. Of those who had heard about the service but still did not use it said that the main reason why was that they had nothing to report. A few (10 per cent) felt unsafe and did not report therefore. Interestingly none of the respondents found the service too expensive.

Many of the messages sent were not very informative and required follow up and verification. Marketing a service like this is therefore key and should not be underestimated. Preferable is to make the marketing campaign educational (how to use the service) and explain its cause (why use the service and what to expect). 
From the general crowd of mobile phone users, 3 per cent found SMS being the preferred way for democratic participation – a clear majority preferred traditional public meetings. In another SMS survey of a representative sample of election observers using SMS to monitor the elections, one third found SMS being the preferred way for democratic participation. What this could indicate is that once mobile technology is being used for a specific cause, its users also see the advantages/benefits in using mobile technologies in comparison with other methods.
Half of the UgandaWatch informants never accessed the ugandawatch2011.org website. This highlights one of the main crowd-sourcing challenges when mostly low-end units designed for voice and SMS functions only are used: closing the feedback loop. However, a significant proportion of mobile phones deployed today in Uganda are web-enabled and internet connectivity therefore comes with the mobile phone connectivity. For example, of the informants who did access UgandaWatch, the majority used their browser in the mobile phone to do so.
When operating in politically sensitive environments it is important to have various backup systems and communication channels in place. During the election day, the regulator (under pressure from the government), ordered the operators to filter and block SMS traffic and specific words in messages. Filtered SMSs later on reached the platform but created a terrible backlog and the whole idea of publishing observations in near real-time was lost. A related issue is the fact that SMS are permanent records, stored by the operators and can be accessed by outsiders (i.e. government) at any time. How many who did not use the service therefore is impossible to know but self-censorship and privacy/security issues are substantial.

Running a SMS questionnaire has some limitations too. The format of an SMS is a clear limitation: formulating the question and reply alternatives using 160 characters is hard. It is also problematic to connect a number to an individual; same person can answer many times using different numbers, different persons can answer the questionnaire using the same number, different persons may have been answering different parts of the questionnaire etc. It is therefore hard to establish correlation and to control the sample size. The questionnaires used to find out more about UgandaWatch were all free of charge for the respondent, i.e. the cost was on the receiver. Designing a questionnaire like this makes it hard to budget for and control the total cost since all incoming SMS are allowed and spammers are hard to stop.
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